
Travaux pratiques : configuration de DHCPv6 sans état et
avec état (10.2.3.5).
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- Partie 1: Création du réseau et configuration des paramètres de base 
du périphérique     :  
- Étape 3: Configurez R1.

1ère étape     :   Configuration du routeur R1.



- Étape 4: Configurez S1.

1ère étape     :   Nous vérifions que SDM utilise le modèle dual-ipv4-and-ipv6 ou lanbase-routing.

2ème étape     :   Nous attribuons le modèle dual-ipv4-and-ipv6 en tant que modèle SDM par 
défaut.



3ème étape     :   Configuration du switch S1.



- Partie 2: Configuration du réseau pour SLAAC     :  

- Étape 1: Préparez PC-A.

1ère étape     :   Nous activons le protocole ipv6 dans les propriétés de la connexion local.

2ème étape     :   Nous lançons une capture de trame avec Wireshark en indiquant le filtre 
ipv6.dst==ff02::1.

Trame manquante, problème résolu plus tard dans le TP 
après avoir changé de PC.



- Étape 2: Configurez R1.

1ère étape     :   Configuration de l’interface g0/1 sur le routeur R1 en attribuant l’adresse de 
monodiffusion.

2ème étape     :   Nous attribuons FE80::1 en tant qu’adresse de lien-local pour g0/1.

- Étape 3:   Vérifiez que R1 fait partie du groupe de multidiffusion destinée à tous les   
routeurs.

1ère étape     :   Nous vérifions que l’interface g0/1 fait partie du groupe de multidiffusion destinée à
tous les routeurs.



- Étape 4: Configurez S1.

1ère étape     :   Nous saisissons cette commande sur le VLAN 1 de S1 afin d’obtenir une adresse 
ipv6 par le biais du SLAAC.

- Étape 5: Vérifiez que SLAAC a fourni une adresse de monodiffusion à S1.

1ère étape     :   Nous vérifions que SLAAC à fourni une adresse de monodiffsuion au VLAN 1 sur 
S1.



- Étape 6: Vérifiez que SLAAC a fourni les informations d'adresse IPv6 sur PC-A.

1ère étape     :   Nous vérifions que SLAAC à fourni une adresse ipv6 à PC-A depuis une invite de 
commande sur la machine.

2ème étape     :   Depuis Wireshark nous examinons les messages ICMPv6.



- Partie 3: Configuration du r  éseau pour DHCPv6 sans état     :  

- Étape 1: Configurez un serveur DHCP IPv6 sur R1.

1ère étape     :   Nous configurons un pool DHCP ipv6 sur R1.

2ème étape     :   Nous attribuons donc ce pool à l’interface g0/1 de R1.

- Étape 2:   Vérifiez les paramètres DHCPv6 sur l'interface G0/1 de R1.  

1ère étape     :   Nous vérifions la configuration DHCPv6 sur l’interface g0/1 de R1.



- Étape 3: Affichez les modifications apportées au réseau sur PC-A.

1ère étape     :   Nous affichons sur une invite de commande depuis PC-A les modifications 
concernant celles du serveur DNS.

- Étape 4: Examinez les messages d'annonce de routeur dans Wireshark.

1ère étape     :   Nous affichons les messages d’annonce du routeur.



- Étape 5: Vérifiez que PC-A n'a pas obtenu son adresse IPv6 de la part d'un 
serveur DHCPv6.

1ère étape     :   Nous vérifions que PC-A n’a pas obtenu son adresse ipv6 de la part d’un serveur 
DHCPv6.

- Étape 6:   Réinitialisez les paramètres réseau IPv6 de PC-A.  

1ère étape     :   Nous désactivons l’interface f0/6, ceci empêche PC-A de recevoir une nouvelle 
adresse IPv6 avant la reconfiguration de R1 pour DHCPv6.

- Partie 4: Configuration du r  éseau pour DHCPv6 avec état     :  

- Étape 1: Préparez PC-A.

1ère étape     :   Nous démarrons une capture Wireshark depuis PC-A avec le filtrage 
ipv6.dst==ff02::1 .



- Étape 2: Modifiez le pool DHCPv6 sur R1.

1ère étape     :   Nous modifions le pool DHCPv6, notamment le nom de domaine.

2ème étape     :   Nous vérifions les paramétrages du pool DHCPv6.

3ème étape     :   Nous accédons au mode de débogage afin de vérifier l’attribution des adresses 
DHCPv6 avec état.



- Étape 3:   Définissez l'indicateur de l'interface G0/1 à DHCPv6 avec état.  

1ère étape     :   Nous définissons l'indicateur de l'interface G0/1 à DHCPv6 avec état, l'arrêt de 
l'interface G0/1 avant l'exécution des modifications garantit qu'un message d'annonce de routeur 
est envoyé lorsque l'interface est activée.

- Étape 4:   Activez l'interface F0/6 sur S1.  

1ère étape     :   Nous activons de nouveau l’interface f0/6, afin que PC-A puisse désormais 
bénéficier de la configuration DHCPv6 de R1. 



- Étape 5:   Vérifiez les paramètres DHCPv6 avec état sur R1.  

1ère étape     :   Nous vérifions que l’interface g0/1 de R1 est en mode DHCPv6.



2ème étape     :   Dans un premier temps nous libérons l’adresse ipv6 actuellement attribuée à PC-A, 
puis par la suite nous demandons une nouvelle adresse ipv6 qui sera donc automatiquement 
demandé au serveur DHCPv6.

3ème étape     :   Nous vérifions désormais le nombre de client actif dont PC-A.

4ème étape     :   Nous arrêtons le débogage de DHCPv6.



- Étape 6:   Vérifiez les paramètres DHCPv6 avec état sur PC-A.  

1ère étape     :   Nous examinons les messages d’annonces du routeur les plus récents et nous 
vérifions l’indicateur de la configuration des adresses gérée.



2ème étape     :   Cette fois-ci nous voulons afficher les paquets DHCPv6 ainsi que les informations 
figurant dans ce contenues.


