Travaux pratiques : configuration des VLAN et du trunkin

(3.2.2.5).
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Partie 1 : Création du réseau et configuration des parametres de base
du périphérique :
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PC-PT PC-FT
PC-A PC-B

1ére étape : Nous cablons le réseau conformément a la topologie demandé.




51#sh run
Building c

Current co
!

version 12
no sService
no service
no service
1

hostname 5
1

1

1

:

no ip doma
1

1

!
spanning-t
spanning-t
!
interface
1

interface
1

interface
1

interface
!
interface

1

interface
1

interface
1

interface
!
interface

1

interface
1

interface
1

interface
!
interface

1

interface

onfiguration..

nfiguration 1243 bytes

.2

timestamps log datetime msec
timestamps debug datetime msec
password-encryption

1

enable secret 5 S1SmERrS9cTiUIEQNGurQiFU.ZeCil

in-lookup

ree mode pvst
rege extend system-id

FastEthernetO/1

FastEthernet(/2

FastEthernet0/3

FastEthernet(/4

FastEthernet(/5

FastEthernet(/6

FastEthernet0/7

FastEthernet(/8

FastEthernet(/9

FastEthernet(/10

FastEthernet0/11

FastEthernet0/12

FastEthernet(/13

FastEthernet0/14

nterface FastEthernetl/1lé
nterface FastEthernet(/17
nterface FastEthernetO/18
nterface FastEthernetd/19
nterface FastEthernetl/20
nterface FastEthernetd/21
nterface FastEthernetl/22
nterface FastEthernetl/23
nterface FastEthernet(/24
nterface GigabitEthernetid/1

nterface GigabitEthernet(/2

T T T T T T T S P A

interface Vlanl
ip address 192.1€8.1.11 255,.255.255.0
shutdown

line con 0
password cisco

logging synchronous
1

line vty 0 4
password cisco
logging synchronous
login

line wty 5 15
login

end

1eére étape : Nous configurons le Switch numéro 1 de la topologie.




S52fsh run

!
interface
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
I
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
!
interface
shutdown
!
interface

shutdown
1

Current configuration :

Building configuration. ..

version 12._2

no service timestamps
no service timestamps
no service password-encryption

hostname 52

enable secret 5 313mERr3ScTiUIEgHNGurliFU_Zelil

no ip domain-loockup

spanning-tree mode pvst
spanning-tree extend system—id

FastEthernetd,1l

FastEthernet0/2

FastEthernetl/,3

FastEthernetd,4

FastEthernet0/5

FastEthernetl/¢

FastEthernet0/7

FastEthernet0/8

FastEthernetd,3

FastEthernet0/10

FastEthernet0/11

FastEthernetl/12

FastEthernet0/13

1473 bytes

log datetime msec
debug datetime msec

interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
I
interface
shutdown
!
interface
shutdown
I
interface
shutdown
!
interface
shutdown
!
interface
shutdown
!
interface
shutdown
1

interface

FastEthernetl/14

FastEthernetd/15

FastEthernetl/1lc

FastEthernetd/17

FastEthernetl/1%

FastEthernetd/1%

FastEthernetl/20

FastEthernetd/2Z1

FastEthernetl/22

FastEthernetl/,23

FastEthernetl/24

GigabitEthernetd

GigabitEthernetd

Vlanl

ip address 15%2.1€2.1.12 2

shutdown
1
1
1
1

line con O

password

cisco

logging synchronous

line vty 0O 4

password

cisco

logging synchronous

login

line wty 5 15

login

£l

f2

2éme étape : Nous configurons le Switch numéro 2 de la topologie.




¥ pca

Phy=ical Config

D

(1]
i

ktop Programming

IP Configuration

Aftributes

><

IP Configuration

Interface FastEthernetl
IP Configuration
() DHCP (@) Static
IP Address |192.1E-B.1IJ.3
Subnet Mask 255255.255.0
Default Gateway |192.1EE.1IJ.1|
¥ pc-B -
Phy=ical Config Deskto Programming Attributes

><

IP Configuration

Interface

IP Configuration

() DHCP

IP Address
Subnet Mask

Default Gateway

Interface FastEthernetl
IP Configuration
() DHCP (@) Static
IP Address |192.168.1IJ.4
Subnet Mask |25E-.25E-.25E-.EI
Default Gateway |192.158.1IJ.1|
¥ poc —
Physzical Config Desktop Programming Aftributes

FastEthernetd

(@) Static

><

182.168.20.3

255.255.255.0

|182.168.20.1)

1ére étape : Nous configurons les trois adresses hotes des PC-A, PC-B et PC-C.




L
Physical Config Desktop Programming Aftributes
|

Comm Prompt

Packet Tracer PC Command Line 1
ing 152 _1&3_10_4

Pinging 1%2. 10.4 with 32

lo.4:
L10.4:

time<lms
time<lms

und trip times in
MHinimum = Oms, Maximum = Oms, Average = Oms

timed out.
timed out.
timed out.
timed out.

m
0]

et ot of ot

m m m
W w W

ot

timed out.
timed out.
timed out.
timed out.

(2 +

m mmm
Wowmowm W
ot

ot

Ping statistics for 13

Packets: Sent = 4, E (h = 0 oSt 4 (100% loss),

lere étape : Premier test de connectivité depuis PC-A
- PC-A vers PC-B (Screen 1)

- PC-A vers PC-C (Screen 2)

- PC-A vers S1 (Screen 3)




¥ pce

Physical Config Desktop Programming Attributes
|

Command Prompt

: timed
> time

> timed
: timed

{100% loss),

Pinging

guest
nest timed

nest timed
gquest timed

Ping statistics

Packets:

2éme étape : Test de connectivité depuis PC-B.
- PC-B vers PC-C
- PC-B vers S2




¥

Phy=ical Config Desktop Programming Aftributes
|

Command Prompt

Command Line 1.0

£23.1.12 with 322 kytes of data:

timed out.
timed out.
timed out.
timed out.

Ping statistic:

ent : =T ISt 4 (100% loss),

3éme étape : Test de connectivité depuis PC-C.
- PC-C vers S2

Slgping 192 _1€8.1.12

Type escape seguence to abort.
Sending 5, 100-byte ICHMF Echos to 152 _.1€8.1.12, timeout is 2 seconds:

Success rate is 0 percent (0/5)

4éme étape : Test de connectivité depuis S1.
- S1 vers S2




Partie 2 : Création du VLAN et attribution des ports de commutateur :

Sl{config) #vlan 10
Sliconfig—vlan) fnamse Student
Sl{config-vlan)gvlan 20

Sl {config-vlan) fname Faculty
Sliconfig-vlan)gvlan 53
Sliconfig-vlan) fname Management
Sl{config-vlan) fend

Slgshow wvlan

VLAN Name Status Ports

1 default active Faly/1l, Fal/2, Fal/3, Fal/s4
Falsf5, Fal/s€, Falys7, Fads2
Falys%, Fal/10, Fal/s11l, FalO/12
Fadys13, FaO/14, Fal/15, FalO/l&
Fadys17, Fald/s18, Fal/15%, FalO/20
Falys21, Fad/22, Fal/23, Fal/s24
Figdsl, Gigls2

1a Student actiwve

20 Faculty actiwve

45 Hanagement actiwve

1002 fddi-default active

1003 token-ring-default actiwve

1004 fddinet-default active

1005 trnet-default active

VLAN Type SLID MTT Parent RingMo BridgeNo S5tp BrdgMode Transl Trans2
1 enet 100001 1500 - - - - - a [u]

1ad enet 100010 1500 - - - - - a [u]

za enet 100020 1500 - - - - - a [u]

a5 enet 100055 1500 - - - - - a [u]

1002 £d4di 101002 1500 - - - - - a [u]

1003 tr 101003 1500 - - - - - a [u]

1004 fdnet 101004 1500 - - - ieee - a [u]

1005 trmet 101005 1500 - - - ibm - a [u]
VLAN Type SLID MTT Parent RingMo BridgeNo S5tp BrdgMode Tramsl Trans2

lere étape : Nous créons les Vlan sur le Switch 1, avec la commande « shew vlan » nous
affichons la liste des vlan sur le commutateur.




2{config) dvlan 10
52 (config-wlan) fname Student
52 (config-wlan)g#vlan 20
52 (config-wlan) fname Faculty
52 {config-wlan) fvlan 55
52 (config-wlan) gname MHanagement
52 (config-wvlan) fend
SZ4#5SHOW VLARN
VLAN Name Status Ports
1 default actiwve Falys1l, Fal/f2, Fal/S3, Fal /4
Fads5, FalOsf&, Fads7, Falss
Fads%, FalO/10, Fad/1l, Fads12
Fals13, Fal/14, Fal/15, Fadsle
Fads17, Falsl8, FalO/1%, Fads20
Fads21, Fals22, Fal/23, Fads24
Giglh/1l, Gigl/s2
1d Student actiwve
20 Faculty actiwve
55 HMHanagement actiwve
1002 fddi-default active
1003 token-ring-default active
1004 fddinet-default active
1005 trnet—default actiwve
VLAN Type SRID MTT Parent RingNo BridgeNo 5S5tp BrdgMode Transl Trans2
1 enet 100001 1500 - - - - - a a
1a enet 100010 1500 - - - - - a a
20 enet 100020 1500 - - - - - a a
99 enet 100055 1500 - - - - - a a
1002 fddi 101002 1500 - - - - - a a
1303 tr 101003 1500 - - - - - a a
1004 fdnet 101004 1500 - - - ieee - a a
1005 trmet 101005 1500 - - - ibm - a a
VLAN Type SRID MTT Parent Binglo BridgeNo 5S5tp BrdgMode Transl Trans2
Remote SPAN VLANs
Primary Secondary Type Ports

2éme étape : Nous créons les Vlan sur le Switch 2, avec la commande «_show vlan » nous
affichons la liste des vlan sur le commutateur.




5l (config) #interface £0/¢
5l {config-if) #switchport mode access
5l {config-if) #switchport access wlanld

% Invalid input detected at marker.
5l (config-if) #switchport access wlan 10
5l (config-if) #interface wvlan 1

5l (config-if) #no ip address

5l {config-if) #interface wvlan 535

Sl {config-if)§

5LINF-5-CHANGED: Interface WVlan35,

changed state to up

5l {config-if) #ip address 15%2_.1€8.1.11 255.255_255.0
5l (config-if) #end

Sl#¢show vlan brief

VLAY HName Status Borts

1 default actiwve FaOy/s1l, Fads2, Fal/s3, Fad/s4
Fal/s5, Fals7, Fals8, Fal/ss
FalO/10, Fa0/11, FalO/12, Fal/13
FalO/14, FalOys15, FalO/l&, Fad/s17v
Fal/s12, FalO/s1%, Fal/20, Fals21
Fal/22, Fa0/s23, Fal/24, Gigld/s1
igds 2

10 Student active FaDIEI

20 Faculty actiwve

o959 Management actiwve

1002 fddi-default active

1303 token—-ring-default actiwve

1004 fddinet-default actiwve

1005 trnet—default actiwve

Sléshow ip interface brief

Interface IP-Rddress OE? Method Status Protocol

FastEthernetl,1 unassigned YES manual up up

FastEthernetl,2 unassigned YES manual down down

FastEthernetl,3 unassigned YES manual down down

FastEthernetl, 4 unassigned YES manual down down

FastEthernetl, 5 unassigned YES manual down down

FastEthernetl, ¢ unassigned YES manual up up

FastEthernetl,7 unassigned YES manual down down

FastEthernetl,& unassigned YES manual down down

FastEthernetl, 5 unassigned YES manual down down

FastEthernetl/1l0 unassigned YES manual down down

FastEthernetl/11 unassigned YES manual down down

FastEthernetl/1l2 unassigned YES manual down down

FastEthernetl/13 unassigned YES manual down down

FastEthernetl/14 unassigned YES manual down down

FastEthernetl/1l5 unassigned YES manual down down

FastEthernetl/lc unassigned YES manual down down

FastEthernetl/17 unassigned YES manual down down

FastEthernetd/18 unassigned YES manual down down

FastEthernetd/15 unassigned YES manual down down

FastEthernetd,/ 20 unassigned YES manual down down

FastEthernetd,/ 21 unassigned YES manual down down

FastEthernetd/ 22 unassigned YES manual down down

FastEthernetl/ 23 unassigned YES manual down down

FastEthernetl/ 24 unassigned YES manual down down

GigabkitEthernetl/s1 unassigned YES manual down down

GigakbitEthernetl/s2 unassigned YES manual down down

T 1 Loassigoned FED ki

I Vlanss 152 1&8_.1_11 ¥ES manual up down

lere étape : Nous attribuons S1 au vlan des participants, les commandes suivantes permettent de
vérifier que les vlan sont correctement attribués aux interfaces.




52
52
52

52
52

5214

5214

5 LINE-S5—-CHRNGED:

{config) #interface
config-if) #switchport mode access

£0/511

{config-if) #switchport access wlan 10

config-if) #interface wlan 1

{config-if) #no ip address

{config-if) &

{config-if) #ip address 15%2Z.162.1.12

{config-if) #end

config-if) ginterface wlan 55

Interface Vlani5,

changed state to up

52 (config) #interface £0/18
52 (config-if) #switchport mode access
52 (config-if) §switchport access wlan 20

S52fshow wvlan brief

VLAN Name Status Ports

1 default actiwve Falsl, Fal/f2, Fal/s3, Fal, 4
Faly/s5, Falf&, Fals7, Fal/s8
Faly/s%, Fad/s1l0, Fal/12, FalO/s13
Fad/s14, Fal/15, FalO/le, FalO/s17
Fad/s1%, Fal/s20, FalO/21, FalOys22
Faly/23, Fal/s24, GigO/sl, Gigd/s2

10 Student active Fad/s1ll

20 Faculty actiwve Fald/s1ls

ke FTad ek Ik

1002 fddi-default actiwve

1003 token-ring-default actiwve

1004 fddinet-default actiwve

1005 trnet-default actiwve

S52gshow ip interface brief

Interface IP-Lddress OE? Method Status Protocol

FastEthernet0/1 unassigned YES manual up up

FastEthernet0/2 unassigned YES manual administratively down down

FastEthernet0/3 unassigned YES manual administratively down down

FastEthernet0/4 unassigned YES manual administratively down down

FastEthernet0/5 unassigned YES manual administratively down down

FastEthernetl/& unassigned YES manual down down

FastEthernet0/7 unassigned YES manual administratively down down

FastEthernet0/8 unassigned YES manual administratively down down

FastEthernet0/5% unassigned YES manual administratively down down

FastEthernetd/10 unassigned YES manual administratively down down

FastEthernetl/11 unassigned YES manual up up

FastEthernetl/12 unassigned YES manual administratively down down

FastEthernetl/13 unassigned YES manual administratively down down

FastEthernetl/14 unassigned YES manual administratively down down

FastEthernetl/15 unassigned YES manual administratively down down

FastEthernetl/1le unassigned YES manual administratively down down

FastEthernetl/17 unassigned YES manual administratively down down

FastEthernetl/18 unassigned YES manual administratively down down

FastEthernetd/15 unassigned YES manual administratively down down

FastEthernetl/20 unassigned YES manual administratively down down

FastEthernetl/21 unassigned YES manual administratively down down

FastEthernetl/22 unassigned YES manual administratively down down

FastEthernetl/23 unassigned YES manual administratively down down

FastEthernetl/24 unassigned YES manual administratively down down

FigabitEthernetl,1 unassigned YES manual administratively down down

FigabitEthernet(/2 unassigned YES manual administratively down down

T 1 = ﬂ =1 hFamd = S 71 ﬁ, m 1 =1 == =1

vlapﬁﬁ 12 . 1€8.1.12 YES manual up down)|

2éme étape : Nous attribuons S2 au vlan des participants, les commandes suivantes permettent de
vérifier que les vlan sont correctement attribués aux interfaces.




Partie 3 : Mise a jour des attributions des ports VLAN et de la base de
données VLAN :

51l (config) #interface range £0,/11-24

5l (config-if-range) #switchport mode access

5l {config-if-range) #switchport access wvlan 10
5l (config-if-range) #end

Slgshow vlan brief

VLAN Name Status Ports

1 default actiwve Falsl, Fal/f2, Fal/3, Fals/4
Falss5, Fad/s7, Fadys8, Fald/ss
kT N R o 0 T Wl R vt = T W e

1a Student actiwve Falsfe, Fal/ll, Fal/12, Fal/ 13

Fa0O/s14, Fal/sl5, Falysle, Fal/s1l7v
Fa0O/s12, Fal/sl%, Falys20, Fal/s21
Fads22Z, Fal/s23, Fal/24

20 = Tnivmy ey - v
55 Hanagement actiwve
1002 fddi-defaultc actiwve
1003 token-ring-default actiwve
1004 fddinet—default actiwve

1005 trnet—-default actiwve
\

1ere étape : Attribution des interfaces suivantes au Vlan 10. Par la suite nous vérifions la prise en
compte de cette opération en controlant les attributions de Vlan.

S5l{config) #interface range £0,/11, £0/721
51l {config-if-range) #switchport access wlan 20
5l {config-if-range) fend

Slg¢show vlan brief

VLAN Name Status Ports

1 default actiwve Falsl, FalO/2, Fal/s3, Fal,/4
Fals5, Fad/s7, Falys8, Fald/s3s
Fady/s10, Gigd/sl, Gigl/s2

1a Student actiwve Falsfe, Fal/l2, Fal/13, Fal/l4
Fals1l5, Fal/sle, Fadysl7, Fad/s1ls
FalOs1l%, Fal/s20, Fadys22, Falds23

Eals2d
20 Faculty actiwve Fads1ll, FaDIElI
55 Hanagement actiwve
1002 fddi-default actiwve
1003 token-ring-default actiwve
1004 fddinet-default actiwve
1005 trnet-default actiwve

2éme étape : Réattributions des interfaces au Vlan 20. Nouveau contréle afin de vérifier que les
attributions sont correctes.




Sl{config) tinterface £0/24
Sl{config-if) #no switchport acces wlan
Sl{config-if) gend

Slg¢show vlan brief

VLAN HMName Status Ports

1 default actiwve Falsl, Falsf2, Fal/s3, Fal, 4
Fals5, Fald/s7, Falys28, Fal/s3s
Faos10,[Fa0/24 | cigos1l, cigosz

1a Student actiwve False, Fal/slZ, baDIlS, Fals1l4
Fal/f15, Fadsle, Falys1l7, Fals1l®
FaO/f1l%, FaO/20, Fadys22, Fals23

"

20 Faculty actiwve Fals1l1l, Fad/s2Z1
a5 HManagement actiwve
1002 fddi-default actiwve
1003 token-ring-default actiwve
1004 fddinet-default actiwve
1005 trnet—-default actiwve

~al

1ére étape : Nous supprimons 1’attribution de I’interface f0/24 au Vlan 10, nous vérifions par la
suite que celui-ci a donc bien fait sont retour dans le Vlan par défaut 1.

5]l {config) #interface £0/24

‘% Locess VWLAN does not exist. Creating wlan 320
5l {config-if) fend

Slg¢show vlan brief

VLAN Hame Status PBorts

1 default actiwve FaOys1l, Falfs2, Faldy3z, Fadys4
Fad/s5, Fals7, Fals8, FalO/%5
Fad/s10, Gigl/l, Gigd/s2

10 Student actiwve Falyse, Fal/lZ, Fal/l3, Fal/l4
Fad/s1l5, Fal/le, Fal/s17, Fal/lE
Fal,/1%, Fald/ /20, Fal/s2Z, Fad/s23

"

20 Eaculty active Falrll, Fal/fZl
30 VLANOO30 actiwve FaDIE4|

a5 Hanagement actiwve

1002 fddi-default actiwve

1003 token-ring-default actiwve

1004 fddinet-default actiwve

1005 trnet-default actiwve
Ll

1eére étape : Nous attribuons I’interface £0/24 au Vlan 30.




51l {config) fno wlan 30
51 {config) gend
Slg¢show vlan brief
VLAN Name Status Forts
default actiwve Falsl, FalO/2, Fal/s3, Fal,/4
Fals5, Fad/s7, Falys8, Fald/s3s
Fady/s10, Gigd/sl, Gigl/s2
Student actiwve Falsfe, Fal/l2, Fal/13, Fal/l4
Fal/s15, Fal/sle, Fadsl7, Fadsls
FalOs1l%, Fal/s20, Fadys22, Falds23
Faculty actiwve Fals1l, Fal/21
Hanagement actiwve
fddi-default actiwve
token-ring-default actiwve
fddinet—-default actiwve
trnet—default actiwve

2éme étape : Nous supprimons le Vlan 30. Celui-ci n’est donc plus dans la base de donnée Vlan.

Sliconfig) #interface £0,/24
Sliconfig-if) #no switchport access wlan
51l |config-if) gend

Slgshow vlan brief

VLAN Name Status Forts

1 default actiwve Falysl, Fal/f2, Fal/s3, Fals/4
Fal/s5, if:f:: faDIS, Fad/%9
Falys10, Faﬂfz4| Figl/s1l, =igld/2

1a Student actiwve Fal/&, ad/1d  Fal/sl3, Fal/1l4
Fad/s15, Fal/le, FalO/17, Fal/s1l3
Fad/s1%, Fal/20, FalO/22, Fal/23

20 Faculty actiwve Falys11, Fal/s21

55 Hanagement actiwve

1002 fddi-default actiwve

1003 token-ring-default actiwve

1004 fddinet—-default actiwve

lDD§ trnet—-default actiwve

3éme étape : Etant donné que 1’interface £0/24 était attribuer au Vlan 30, celle-ci n’a donc plus

d’attributions, il faut donc la retirer du Vlan 30 supprimer avant.




Partie 4 : Configuration d'un trunk 802.1Q entre les commutateurs :

S5l{config) finterface £0/1
51l {config-if) §switchport mode dynamic desirable

5l{config-if) #
SLINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernetd/l, changed state to up

5LINEPROTO-5-UFDOWN: Line protocol on Interface FastEthernetl/l, changed state to down
SLINEPROTO-5-UFDOWN: Line protocol on Interface FastEthernetl/l, changed state to up

SLINEPROTO-5-UFDOWNH: Line protocol on Interface Vlan%%, changed state to up

52§
R LINEPROTO-5-UPDCOWHN: Line protocol on Interface FastEthernetl/1l, changed state to down

R LINEPROTO-5-UPDOWN: Line protocol on Interface FastEthernetl/1l, changed state to up

S LINEPROTO-5-UPDOWH: Line protocol on Interface V1an9%, changed state to up

1ere étape : Nous configurons f0/1 sur S1 de maniére a négocier le mode trunk, on observe aussi
|’apparition des messages sur S2 concernant le statut de la liaison.

Slgshow vlan brief

VLAN Name Status Forts

1 default actiwve Fals2, Fal/3, Fal0s4, Fald/5
Fals7, Fad/s8, Fads5, Fald/s1l0o
Fal/s24, Gigld/1l, GigO/s2

10a Student actiwve EaDIE, Faly/sl2, Fald/Sl3, Fald/sl4

Fad/s15, Fal/le, FalO/17, Fal/1l8
Fad/s1%, Fal/20, Fal/22, Fal/23

20 Faculty active Fads11l, Fa0/s21

585 Hanagement actiwve

1002 fddi-default actiwve

1003 token-ring-default actiwve

1004 fddinet-default actiwve

lDDF trnet—-default actiwve

2éme étape : Cette commande est a la fois saisit sur S1 et S2 afin d’observer que f0/1 n’est plus
attribuer au Vlan 1.




Slg¢show interface trunk

'Or Hoae Encapsulation Status Hatiwve wlan
Fal/1 desirable n-202.1g trunking 1

Port Vlans allowed on trunk

Fals1l 1-104a5

Port Vlians allowed and active in management domain

Fals1 1,10,20,9%

Port Vlans in spanning tree forwarding state and not pruned
Falsl 1,10,20,59%5

ISE#Ehcw interface trunk

Port Mode Encapsulation Status Hative wvlan
Fad/1l auto n-202.1g trunking 1

Bort Vlans allowed on trunk

Fal/s1l 1-1a05

Port Vlans allowed and active in management domain

Fal/s1l 1,1a0,20,5%5

Fort Vlans in spanning tree forwarding state and not pruned
Fals1l l,1a,20,59%5

3éme étape : 1.a commande d’afficher les interfaces ainsi que leur mode.
Sur S1 I’interface f0/1 est en mode « desirable » tandis que sur S2 I’interface f0/1 est en mode
« auto ».

Slgping 152 1e8.1.12

Type escape seguence to abort.
Sending 5, 100-byte ICMP Echos to 1532.1c2.1.12, timeout is 2 seconds:

Success rate is 100 percent (5/5), round-trip minfawvg/max = 0,/0/0 ms

4éme étape : Premier test de ping de S1 vers S2.




C:\»ping 152 _163_10_4

Pinging 1%2 _1€8_.10.4 with 3

Ping statistics for 152.
Sent = 4, E 4, Lost = 0 (0% loss),
round trip times in milli-seconds:

-

= Oms, Maximum = Oms, Awverar

C:\>ping 152.1658.20.3

Pinging 15%2.1c8 3 with 32

> timed out.
> timed out.
> timed out.
> timed out.

{(100% loss),

ing 182 _165.1.11

Pinging 15%2.1€8.1.11 with 32

. timed out.
. times

> timed out.
. timed out.

(100% loss),

5éme étape : Test de ping depuis PC-A.

- PC-A vers PC-B (Screen 1)
- PC-A vers PC-C (Screen 2)
- PC-A vers S1 (Screen 3)




3 with 32 bytes of data:

> timed out.
> timed out.
> timed out.
> timed out.

{100% loss),

1.12 with 32 bytes of data:

Ping statistics

Packets: Sent " i el 1 15t 4 (100% loss),

6éme étape : Test de ping depuis PC-B.

- PC-B vers PC-C (Screen 1)
- PC-B vers S2 (Screen 2)

ot

time
time

et

time

ot

m m m m

=1
s
=1
s

et

time

{1l00% loss),

7éme étape : Test de ping depuis PC-C vers S2.




1ere étape : Nous modifions le mode de port de commutateur sur I’interface f0/1 afin d’imposer le

Sl{config)#interface £0/1
Sl{config-if)fswitchport mode trunk
1

52 (config)#interface £0/1
52 (config-if) §switchport mode trunk

mode trunking a la fois sur S1 et S2.

Port
Fad/s1

Port
Fal/s1

Port
Fad/s1

Port
Fal/1

S2¢show interface trunk

HMode Encapsulation Status Hatiwve wlan
on g202.1g trunking 1

Vlans allowed on trunk
1-100a5

Vlans allowed and actiwve in management domain
1,10,20,59%

WVlans in spanning tree forwarding state and not pruned
1,1040,20,5%

2éme étape : Nous vérifions que le mode est bien passé sur « on » pour I’interface f0/1.




Partie 5 : Suppression de la base de données VLAN :

Slgshow £flash
Directory of flash:/

1 —EW— 4414521 <no date> cifeld-lanbase-m=_122-25 _FX _bin
5 e EDBE <ng date> ccnfig.t‘xt
l4 —rwW- T3E “no date> wlan.dat

£4016384 bytes total (5955%2¢€89 bytes free)

1eére étape : Avec cette commande nous déterminons si un fichier vlan.dat existe dans la mémoire
flash.

Slgdelete wlan.dat
Delete filename [vlan.dat]?
Delete flash:/vlan.dat? [confirm]

1ere étape : Nous supprimons par la suite la base de données Vlan concernant le fichier vlan.dat
de la mémoire flash.

Slgshow flash
Directory of flash:/S

1l -rw- 4414521 <no date> c2%&l-lanbase-mz.122-25_FX bin
5 -—mw- 2038 “no date> config.text

t401c324 bytes total (55555425 bytes free)
1

2éme étape : Apreés la suppression du fichier nous vérifions de nouveau dans la mémoire flash que
le fichier a donc bien été effacé.




