
Chapitre 11 : Configuration du NAT/PAT sur un routeur
Cisco
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1. Configuration initiale du routeur ISP.

1ère étape     :   Nous avons ici configurer l’interface loopback sur le routeur ISP ainsi que 
l’interface s0/0/0.

2ème étape     :   Par la suite nous configurons la route vers le pool d’adresses publique.



2. Configuration initiale du routeur R1.

1ère étape     :   Configuration des trois interfaces s0/0/0, G0/0 et G0/1 sur le routeur R1.

2ème étape     :   Nous configurons cette fois-ci la route par défaut.



3ème étape     :   Test de ping depuis PC1 afin de vérifier si il est actuellement possible d’obtenir une 
réponse.

PC1 vers PC2 (Screen 1)
PC1 vers PC3 (Screen 2)
PC1 vers R1 (Screen 3)

PC1 vers PC2

PC1 vers PC3

PC1 vers R1



4ème étape     :   Depuis PC2 nous effectuons un test de ping.

PC2 vers PC1 (Screen 1)
PC2 vers PC3 (Screen 2)
PC2 vers R1 (Screen 3)

PC2 vers R1

PC2 vers PC3

PC2 vers PC1



5ème étape     :   Test de ping depuis PC3.

PC3 vers PC1 (Screen 1)
PC3 vers PC2 (Screen 2)
PC3 vers R1 (Screen 3)

PC3 vers PC1

PC3 vers PC2

PC3 vers R1



6ème étape     :   Test de ping depuis R1.

3. Configuration commune à tout type de NAT.

1ère étape     :   Nous configurons le NAT en commençant par les interfaces et en indiquant de si 
elles sont du côté privé « inside » ou bien public « outside ».

R1 vers 4x8

R1 vers ISP



4. Configuration du NAT statique pour PC3.

1ère étape     :   Nous configurons une translation statique afin d’indiquer au routeur R1 que les 
paquets qui arrivent sur son interface publique S0/0/0 avec l’adresse de destination 201.49.10.30 
doivent être redirigés vers 192.168.1.100 

2ème étape     :   Voici à quoi ressemble la table de translation NAT après la saisit de la translation.

3ème étape     :   On observe donc que PC3 est maintenant capable de communiquer avec le réseau 
public avec un ping à 4x8.



4ème étape     :   Après le ping sur PC3 nous consultons de nouveau la table de translation NAT, 
nous constatons donc l’évolution de celle-ci.

5ème étape     :   Depuis ISP nous effectuons un ping vers le pool d’adresses publiques achetées.

6ème étape     :   Nous affichons de nouveau la translation NAT du routeur R1.



5. Configuration du NAT dynamique avec pool d’adresses (sans et avec 
surcharge).

1ère étape     :   Nous créons le pool d’adresses LAN2 sur R1.

2ème étape     :   Nous définissons par la suite les adresses IP sources qui peuvent potentiellement 
être translatées, nous créons donc une ACL.

3ème étape     :   Nous configurons donc le NAT.

4ème étape     :   Même commande saisit juste avant mais cette fois-ci nous ajoutons « overload », 
puisqu’il y a plus de machines dans le réseau privé que d’adresses publiques disponibles.

5ème étape     :   Maintenant PC2 peut également communiquer avec l’extérieur, nous effectuons 
donc un ping vers 4x8.



6. Configuration du NAT dynamique sans pool d’adresses (avec 
surcharge : fonction PAT).

1ère étape     :   Nous créons une nouvelle ACL

2ème étape     :   Nous configurons donc le troisième type NAT en y ajoutant aussi « overload ».

PC1

PC2



3ème étape     :   Désormais toutes les machines présentes dans la topologie peuvent communiquer 
avec l’extérieur, nous effectuons donc un ping vers 4x8 afin de vérifier cela.

PC3


