
LAB 10 :
PKI



1ère étape     :   Création d’un certificat d’autorité.



2ème étape     :   Nous indiquons le mot de passe.



3ème étape     :   Ici nous n’ajoutons pas d’URL (point de distribution).



4ème étape     :   Résumé de l’autorité racine à la PKI.



5ème étape     :   Nous téléchargeons notre certificat afin de l’insérer dans le magasin de certificat de 
notre navigateur.



6ème étape     :   Nous ajoutons une identité serveur sns.a.net .



7ème étape     :   Nous indiquons l’autorité parente ainsi que les attributs de l’autorité.



8ème étape     :   Résumé de la création de notre identité serveur.

 



9ème étape     :   Nous observons l’apparition de notre identité de serveur dans les certificats et pki.



9ème étape     :   Dans l’administration du firewall nous basculons le por d’écoute sur https.



10ème étape     :   Modification des interfaces réseaux dans l’onglet portal captif.

11ème étape     :   Configuration de la carté réseau de la machine WIN10.



12ème étape     :   Configuration des adresses IP de la machine WIN10.



13ème étape     :   Nous modifions le fichier C\:Windows\System32\drivers\etc\hosts.



14ème étape     :   Depuis la machine WIN10 nous accédons au sns de A depuis le navigateur et en se 
connectant avec le compte admin. (Problème pour obtenir le lien https sécurisé).


