
LAB 6 :
Filtrage de contenu



Réseau A     :  

1ère étape     :   Nous sélectionnons la base d’URL embarquée dans les objets WEB.









2ème étape     :   Nous vérifions la classification des URL ci-dessus.



3ème étape     :   Nous modifions la page de blocage.



4ème étape     :   Création d’une catégorie White-list contenant les noms de certificat indiqués.



5ème étape     :   Création d’une catégorie Black-list contenant les noms de certificat indiqués.



6ème étape     :   Nous modifions la politique de filtrage SSL en ajoutant nos nouvelles catégories.

7ème étape     :   Nous modifions également le filtrage URL.



8ème étape     :   Nous modifions la politique de filtrage concernant les règles HTTP et HTTPS.



 





9ème étape     :   Nous effectuons nos différents tests afin de vérifier si tout fonctionne, seulement le 
site edition.cnn n’affiche pas la page de rejet du trafic SSL puisque celui-ci est déjà bloqué par une
règle de filtrage avec un objet FQDN.



Réseau B     :  

1ère étape     :   Nous sélectionnons la base d’URL embarquée dans les objets WEB.



2ème étape     :   Nous modifions la page de blocage.



3ème étape     :   Création d’une catégorie White-list contenant les noms de certificat indiqués.



4ème étape     :   Création d’une catégorie Black-list contenant les noms de certificat indiqués.



5ème étape     :   Nous modifions la politique de filtrage SSL en ajoutant nos nouvelles catégories.

6ème étape     :   Nous modifions également le filtrage URL.



7ème étape     :   Nous modifions la politique de filtrage concernant les règles HTTP et HTTPS.











8ème étape     :   Nous effectuons nos différents tests afin de vérifier si tout fonctionne, seulement le 
site edition.cnn n’affiche pas la page de rejet du trafic SSL puisque celui-ci est déjà bloqué par une
règle de filtrage avec un objet FQDN.


