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1ère étape     :   Nous ajoutons le rôle Services AD DS, en configurant et en installant le service.

3.2. Création du domaine sio-exupery.local

1ère étape     :   Nous devons promouvoir le serveur en contrôleur de domaine afin de terminer la 
configuration.



2ème étape     :   Nous ajoutons une nouvelle forêt en précisant le nom de domaine racine.

3ème étape     :   Nous laissons le niveau fonctionnel en Windows Server 2016, en laissant la 
fonctionnalités Serveur DNS cochée. Par la suite nous configurons le mot de passe de 
restauration.



4ème étape     :   Un message d’information indique que nous ne pouvons pas créer une délégation 
pour ce serveur DNS puisque le serveur DNS n’est pas encore installé. 

5ème étape     :   Le nom de domaine NetBIOS nous est afficher.



6ème étape     :   Nous pouvons apercevoir les emplacements par défaut de la base de données, des 
fichiers journaux et de SYSVOL. 

7ème étape     :   Nous examinons et vérifions les options.



8ème étape     :   Pour finir nous lançons l’installation de l’Active Directory et la promotion du 
serveur.

9ème étape     :   Le serveur doit donc par la suite redémarrer.



10ème étape     :   Nous ouvrons une session en tant qu’administrateur du domaine.

11ème étape     :   Nous constatons la présence des deux rôles de serveur AD DS et DNS dans le 
Gestionnaire de serveur.



12ème étape     :   Nous trouvons désormais dans la barre d’outils Utilisateurs et ordinateurs 
Active Directory.



13ème étape     :   Nous vérifions la configuration du serveur DNS depuis le Gestionnaire DNS, 
nous constatons par ailleurs la présence des enregistrements de la zone de recherche directe sio-
exupery.local .


