
Chapitre 2 – Serveur DS1 : installation du service DNS. 
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2.6) Avant l’installation du service. 

 

 

 

 

 

 

 

 

1ère étape : Sans la présence de DNS, nous pouvons renseigner la communication entre 

l’adresse IP et le nom de la machine DS1 dans le fichier ci-dessus. 

 



2.8) Installation du paquetage BIND. 

 

 

 

 

1ère étape : Après avoir installé le paquetage BIND, nous démarrons le service DNS bind. 

 

 

 

 

2ème étape : Nous sauvegardons par la suite ces trois fichiers afin de se mettre à l’abris de 

toute mauvaise manipulation. 

 

 

 

3ème étape : Nous vérifions l’état du service bind. 

 



4ème étape : Nous installons par la suite les deux paquets recommandés dnsutils et 

resolvconf lors de l’installation de bind9. 

 

2.9) Zone de recherche direct et zone de recherche inversée. 

1ère étape : Nous ajoutons dans ce fichier les noms de zones et les fichiers de zone que vont 

contenir les enregistrements. 



2.10) Construction des fichiers de zone. 

 

1ère étape :  Nous créons le fichier ci-dessus pour la zone de recherche direct dans lequel 

nous saisissons les enregistrements correspondant à nos machines. 

 

 

 

2ème étape : Cette fois-ci nous créons un fichier pour la résolution inverse dans lequel nous 

saisissons les enregistrements de type PTR (contraire aux enregistrements de type A), ils 

nous permettent de résoudre une adresse IP et nom d’hôte. 

 

 



 

3ème étape : Nous attribuons nos deux fichiers créer au groupe bind. 

 

 

 

4ème étape : Nous vérifions l’appartenance du répertoire au même groupe. 

 

 

2.11) Démarrage et tests du service. 

 

 

 

 

 

 

 

1ère étape : Pour commencer nous modifions le fichier ci-dessus afin qu’il ne contienne que 

la référence à la boucle locale et le nom FQDN du serveur. 

 

 

 

 



 

 

 

2ème étape : Nous désactivons les deux interfaces enp0s3 et enp0s8. 

 

 

 

 

3ème étape : Nous modifions ensuite le fichier ci-dessus afin qu’il contienne dns-search, dns-

domain et dns-nameservers. 

 

 

 



 

 

 

4ème étape : Une fois la manipulations effectuer nous pouvons réactiver les deux interfaces. 

 

 

 

 

5ème étape : Nous vérifions ensuite que le fichier ici présent indique bien l’adresse IP du 

serveur DNS ainsi que la zone de recherche DNS. 

 

 

 

6ème étape : Nous effectuons un premier test avec l’utilitaire de vérification named-

checkconf qui vérifie le fichier. Puis une seconde fois sur nos deux fichiers zones. 

 

 



 

7ème étape : Depuis une autre console, en nous connectant en tant que root nous lançons 

cette commande permettant de voir ent emps réel le fichier de logs général. 

 

 

 

 

 

 

 

8ème étape : En revevant sur la première console  nous relançons le service bind9. 

 

 

 

 

 

 

 

 

 

 

 



 

9ème étape : De retour sur la deuxième console nous obersvons la sortie des messages de 

logs pour le service bind9. Nous apercevons que le service à effectivement redémarrer. 

 

 

 

 

 

 

 

 

 

 

 



2.12) Outils de test de résolution de noms. 

 

 

1ère étape : Nous vérifions la présence sur notre système de paquetage dnsutils installé après 

bind. 

 

 

 

 

 

 

2ème étape :  Nous saisissons cette commande qui est donc un outil de vérification installé 

avec le paquetage dnsutils. 

 

 

 

 

 

 

 

 

 

 

 

 



 

3ème étape : Cette commande permet d’afficher différentes questions au service DNS ainsi 

que les possibles réponses conforméments aux enregistrements figurant dans les fichiers de 

configuration.(C’est une requête DNS) 

 

 

 

 

 

 

 

 

 

 

 



 

4ème étape : Cette-fois nous intérrogons et diagnosticons le serveur DNS. 

 

 

 

5ème étape : Même commande mais en ajoutant SOA. 

 



 

 

 

 

 

6ème étape : Nslookup permet également l’interrogation du serveur DNS. 

 

 

 

 

 

7ème étape : Cette fois-ci nouvelle utilisation de la commande dig mais sur le nom de 

domaine dunod. 

 

 

 

 

 



 

 

 

 

 

 

8ème étape : Requête DNS avec l’outil nslookup sur le nom de domaine eni. 

 

 

 

 

 

 

 

9ème étape : Nous vérifions pour finir la résolution DNS en effectuant un ping de la machine 

DS1, UD1 ainsi que le domaine ac-nice. 

Les trois pings fonctionnent, tout est fonctionnel. 

 



2.13) S’appuyer sur un DNS externe : la redirection 

 

 

 

1ère étape : Nous commentons les lignes de ce fichier afin que le serveur DS1 ne puisse plus 

les importuner. 

 

 

 

 

2ème étape : Dans ce fichier nous allon décommenter l’instruction forwarders et modifier la 

section de ce fichier. 

 

 



 

3ème étape : Voici le fichier une fois modifier. 

 

 

 

 

 

 

4ème étape : Nous relançons le service DNS. 

 

 

 

 

 

 

 

 

 

 

 



 

5ème étape : Nous testons une nouvelle fois la commande dig sur le domaine ac-nice. 

 

 

2.14) Test à partir du client Ubuntu. 

 

 

 

 

1ère étape : Nous démarrons la machine Ubuntu et vérifions le nom de l’ordinateur dans le 

fichier ici présent. 

 

 

 

 

 

 



 

 

 

 

2ème étape : Nous modifions l’association IP-nom FQDN dans ce fichier. 

 

 

 

 

3ème étape : Nous allons configurer les paramètres IP ainsi que les adresses du serveur DNS 

en modifiant le fichier ci-dessous. 

 

 

 

4ème étape : Dans ce fichier nous avons donc effectuer toutes les configurations. 

 

 

 



 

 

 

5ème étape : En une seule commande nous générons le fichier et redémarrons le service. 

 

 

 

 

6ème étape : Nous vérifions ici la configuration réseau. 



 

7ème étape : Ici on remaque que le fichier ne mentionne pas l’adresse du serveur DNS DS1. 

 

 

 

 

 

 

8ème étape : On observe que le fichier resolv.conf est un lien symbolique pointant sur le 

fichier /run/systemd/resolve/stub-resolv.conf. 

 

 

 

 



 

9ème étape : Nous affichons ce fichier pour vérifier l’adresse du serveur DNS. 

 

 

 

 

 

 

 

 



 

 

10ème étape : Nous saisissons les commandes suivantes successivement. 

 

 



 

 

 

 

 

 

11ème étape : Nous saisissons la commande nslookup sur le nom de domaine editions-

eyrolles. 

 

 

 

 

 

12ème étape : Nous effectuons un ping sur DS1, celui-ci fonctionne correctement, et l’accès 

internet également. 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 


