
Chapitre 3 - Serveur Ubuntu DS1: installation du service
DHCP .
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3.1. Serveur DS1

1ère étape     :   Nous installons le paquet isc-dhcp-server.



2ème étape     :   Nous sauvegardons le fichier de configuration /etc/dhcp/dhcpd.conf.

3ème étape     :   Nous modifions par la suite ce fichier pour configurer le service DHCP.



4ème étape     :   Nous supprimons la ligne correspondant à l’enregistrement afférent au client UD1 
dans les fichiers de zone DNS db.sio-exupery.local et rev.sio-exupery.local.

5ème étape     :   Nous relançons le service DNS.



6ème étape     :   Nous éditons le fichier /etc/default/isc-dhcp-server et modifions la ligne interfaces 
de façon à indiquer la bonne interface réseau .

7ème étape     :   Nous lançons par la suite le service DHCP.



8ème étape     :   Nous vérifions que le service démarre correctement.

9ème étape     :   Nous lançons dans une autre console la commande tail -f /var/log/syslog saisit dans 
les précédents TP.



3.2. Client Ubuntu UD1

1ère étape     :   Nous modifions le fichier .yaml dans /etc/netplan et commentons les dernières lignes.

2ème étape     :   Nous revenons sur DS1 dans la deuxième console. Les messages DHCP  doivent 
figurer dans le fichier log .



3ème étape     :   Nous constatons depuis UD1 l’attribution de l’adresse IP avec la commande ip a .

4ème étape     :   Nous vérifions l’attribution de la passerelle par défaut.

5ème étape     :   Nous vérifions l’attribution du nom de la zone DNS ainsi que l’adresse du serveur 
DNS.



3.3. DNS dynamique (DDNS)

1ère étape     :   Nous utilisons la clef rndc-key générée automatiquement lors de l’installation de 
Bind9, elle se trouve dans le fichier /etc/bind/rndc.key. Celle-ci permet une communication 
sécurisée entre les serveurs DNS et DHCP .

2ème étape     :   Nous intégrons le fichier rndc.key à la configuration de Bind depuis le fichier 
/etc/bind/named.conf, la clé pourra ainsi être réutilisée à partir de son nom.



3ème étape     :   Nous modifions les deux zones du fichier /etc/bind/named.conf.local pour que le 
serveur DHCP soit autorisé à modifier les zones gérées par le serveur DNS. Le serveur DHCP devra
en conséquence posséder une copie du fichier rndc.key .

4ème étape     :   Nous redémarrons le service DNS.



5ème étape     :   Nous copions le fichier rndc.key dans le répertoire /etc/dhcp/ .

6ème étape     :   Nous modifions le fichier /etc/dhcp/dhcpd.conf pour activer le DDNS comme 
indiqué ci-dessous.



7ème étape     :   Nous ajoutons à la fin de ce fichier les lignes ici présentes.

8ème étape     :   Nous relançons le service DHCP.



9ème étape     :   Nous ouvrons sur le serveur DS1 le fichier de log /var/log/syslog dans la console 
numéro deux puis démarrons le client UD1. L’enregistrement DNS du client au travers des lignes 
comportant les mentions added new forward map et added reverse map sont bien présentes.

10ème étape     :   Nous vérifions également l’inscription DNS par la création de deux fichiers de zone 
supplémentaires avec l’extension .jnl dans le répertoire /var/cache/bind .



11ème étape     :   Nous effectuons un ping depuis DS1 sur UD1.sio-exupery.local afin de tester la 
résolution DNS.

12ème étape     :   Nous constatons l’inscription du client DNS UD1 dans le fichier de zone 
/var/cache/bind/db.sioexupery.local. Le contenu du fichier de résolution directe a évolué. 



13ème étape     :   Nous constatons la même évolution dans le fichier de zone /var/cache/bind/rev.sio-
exupery.local .

14ème étape     :   Nous affichons à l’aide de la commande less, le contenu du fichier 
/var/lib/dhcp/dhcpd.leases de manière à afficher les baux attribués.


