Chapitre 3 - Serveur Ubuntu DS1: installation du service
DHCP.
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lére étape : Nous installons le paquet isc-dhcp-server.



setcsdhepsdhepd . cont setcrsdhocp.cont .=

2éme étape : Nous sauvegardons le fichier de configuration /etc/dhcp/dhcpd.conf.

option domain-name "
opt ion domain-name-

default-lease-tim
max—lease-time 6045

option routers 192,

option subnet-mask 2

3éme étape : Nous modifions par la suite ce fichier pour configurer le service DHCP.



GMU nano 5.4 svarscachesbindsdb.sio-exupery. local =

i Fichier pour la résolution directe

io-exupery. local. root.sio-exupery. local. |

GHU nana 5.4 svarscachesbindsrev. sio—exupery., local
pour la résolution inverse

cxUpery. local. root.sio-exupery. local. |

4éme étape : Nous supprimons la ligne correspondant a 1’enregistrement afférent au client UD1
dans les fichiers de zone DNS db.sio-exupery.local et rev.sio-exupery.local.

root@bsl: systemctl restart binds_

5éme étape : Nous relancons le service DNS.



GHU nano 5.4 Jetcsdefault/isc-dhcp-server

6éme étape : Nous éditons le fichier /etc/default/isc-dhcp-server et modifions la ligne interfaces
de facon a indiquer la bonne interface réseau .

root@nsl: “#systemctl start isc-dhop-server

rogtapsl:

7éme étape : Nous lancons par la suite le service DHCP.



8éme étape : Nous vérifions que le service démarre correctement.
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9éme étape : Nous lancons dans une autre console la commande tail -f /var/log/syslog saisit dans
les précédents TP.



3.2. Client Ubuntu UD1

GNU nano 4.8 etc/netplan/01-network-manager-all.yaml

network:
version: 2
renderer: networkd
ethernets:

enpos3:
dhcp4:
dhcp6:

root@uDl:~# cd Jetc/netplan
root@uD1: fetc/netplan# sudo netplan apply
root@uDl: fetc/netplan# I

lere étape : Nous modifions le fichier .yaml dans /etc/netplan et commentons les derniéres lignes.

iz now trusted (ar

er: dhcpd.

dhcpd [ 5]: DHCPACK on 192.168.4.11 to C 9o f . via en

2éme étape : Nous revenons sur DS1 dans la deuxieme console. Les messages DHCP doivent
figurer dans le fichier log .



=5 ip a
1: lo: <LOOPBACK,UP,LOWER UP> mtu 65536 qdisc noqueue state UNMKNOWN group defau
1t glen 1806
link/loopback ©00:90:00:00:00:00 brd 60:00:00:00:00:00
inet 127.0.0.1/8 scope host lo
valid_1ft forever preferred_L1ft forever
inet6 ::1/128 scope host
valid_1ft forever preferred_L1ft forever
2: enp@s3: <BROADCAST,MULTICAST,UP,LOWER_UP> mtu 1580 gdisc fgq_codel state UP g
roup default gqlen 100606
link/ether 08:00:27:9c:f9:3c brd ff:ff:ff:ff:ff:ff
inet 192.168.4.11/24 brd 192.168.4.255 scope global dynamic enp8s3
valid_1ft 86308sec preferred _1ft B6308sec
inets feB@::a@0:27ff:fe9c:f93c/64 scope link
valid _Lft forever preferred_Lft forever

3éme étape : Nous constatons depuis UD1 I’attribution de 1’adresse IP avec la commande ip a .

S ip r
|default via 192.168.4.254 dev enp@s3 proto dhcp src 192.168.4.11 metric 100
192.168.4.0/24 dev enp@s3 proto kernel scope link src 192.168.4.11
192.168.4.254 dev enp@s3 proto dhcp scope link src 192.168.4.11 metric 100

4éme étape : Nous vérifions I’attribution de la passerelle par défaut.

:~% cat frun/systemdfresolve/resolv.conf
This file 1s managed by man:systemd-resolved(8). Do not edit.

This is a dynamic resolv.conf file for connecting local clients directly to
A&é known uplink DNS servers. This file lists all configured search domains.

Third party programs must not access this file directly, but only through the

symlink at fetc/resolv.conf. To manage man:resolv.conf(5) in a different way,
replace this symlink by a static file or a different symlink.

See man:systemd-resolved.service(8) for details about the supported modes of
operation for fetc/resolv.conf.

nameserver 192.168.4.254
search silo-exupery.local

5éme étape : Nous vérifions I’attribution du nom de la zone DNS ainsi que 1’adresse du serveur
DNS.




3.3. DNS dynamique (DDNS)

named . conf . sauy

named.conf.opti
named.conf.opt io

1ere étape : Nous utilisons la clef rndc-key générée automatiquement lors de I’installation de
Bind9, elle se trouve dans le fichier /etc/bind/rndc.key. Celle-ci permet une communication
sécurisée entre les serveurs DNS et DHCP .

GMU nano 5.4

Jeteshindsnamed. cont s

s configuration f ile.

¢ If you are just adding zones, please do that in setcsbindsnamed.conf.local

.conf.options';
' 1f. 1 ;
[ I ' - aba default-zones's

2éme étape : Nous intégrons le fichier rndc.key a la configuration de Bind depuis le fichier
/etc/bind/named.conf, la clé pourra ainsi étre réutilisée a partir de son nom.



Jetcsbindsnamed. cont. local

GMU nano 5.4

Do any local configuration here

ZOMNE

zone ''4.168.192. in-addr.arpa' IM |
type m S
filg '"'"mm - wimary 1oral''s

allow-update { key "rndc-key'; 3;

3éme étape : Nous modifions les deux zones du fichier /etc/bind/named.conf.local pour que le
serveur DHCP soit autorisé a modifier les zones gérées par le serveur DNS. Le serveur DHCP devra
en conséquence posséder une copie du fichier rndc.key .

root@hsl: systemctl restart hind9

oot ans

4éme étape : Nous redémarrons le service DNS.



Foot@bsl: cp Jetcsbindsrnde.key setoc/dhocpdrndo. key
Foot@hsl:

|PDDT@D51: cd setcsdhop

root@Ensl: 1z -1

total 28

—-r——t—— root root 1426 debug

—-r——t—— root root 1735 dhclient .conf

o] e = 3 = 3 root root 40946 ; dhclient-enter-hooks.d
o] e = 3 = 3 root root 40946 dhclient-exit-hooks.d
—-r——t—— root root 3331 dhcpds . cont

— - ——f—— root root 3550 . dhcod. conf

—Pl-r————= root root 100 . rndc . keu

A

5éme étape : Nous copions le fichier rndc.key dans le répertoire /etc/dhcp/ .

GMJ nano 5.4 Jetcsdhcpsdhcpd. conf

Inptiun domain-name "sin-exupery.local'';
option domain-name-servers 192.168.4.254;

default-lease-time 86400;
max—lease-time G604800;

'ddns—updat e-style interim;

lddns-updates on;
ignore client-updates;

llpdate-static-leases on;

allow-unknown-clients;

L

GWU pano 5.4 Jetcsdhepsdhepd. conf o«

subnet 192.168.4.0 netmask 255.255.255.0 f
range 192.1658.4.11 192.1658.4.100;
option routers 192.168.4.254;

option subnet-mask 255.255.255.0;

2

3

ddns-domainname "sin-exupery. local'';

ddns-rev-domainname "in-addr.arpa';
L

6éme étape : Nous modifions le fichier /etc/dhcp/dhcpd.conf pour activer le DDNS comme
indiqué ci-dessous.




Jetcs/dhcpsdhcpd. conf s

GMU nano 5.4

include "setcsdhopsrnde.key'';

zone sio-exupery. local.
pr
key rndc

zone 4.168.192. in-addr.a

7éme étape : Nous ajoutons a la fin de ce fichier les lignes ici présentes.

systemctl restart isc-dhcp-s

8éme étape : Nous relancons le service DHCP.



: DHCPREQUEST for 192

D1,
il

9éme étape : Nous ouvrons sur le serveur DS1 le fichier de log /var/leg/syslog dans la console
numéro deux puis démarrons le client UD1. L’enregistrement DNS du client au travers des lignes
comportant les mentions added new forward map et added reverse map sont bien présentes.

root bind
bind bind

bind bind
bind bind
root bind
ru-r--r-- 1 bind hind

10éme étape : Nous vérifions également I’inscription DNS par la création de deux fichiers de zone
supplémentaires avec 1’extension .jnl dans le répertoire /var/cache/bind .



11éme étape : Nous effectuons un ping depuis DS1 sur UD1.sio-exupery.local afin de tester la
résolution DNS.

Avarscachesbindsdb. sio-exupery. local

i 1 day

.:"-;l.lcu::ai IM SOA p=b Sl aatesdg -exupery. local. |

M
FORIGIMN sio-exupery. local.
A

ETTL 3600 ;1 hour

01 fi
THT

T 1L cedo0 1 day

(s A

12éme étape : Nous constatons I’inscription du client DNS UD1 dans le fichier de zone
/var/cache/bind/db.sioexupery.local. Le contenu du fichier de résolution directe a évolué.




root@hsl: cat svar/scachesbindsrev.sio-exupery. local

i 1 day
.in-addr.arpa  IM S0A

]

M5 D51.sio-exupery. local.
in-addr . arna.
1 hour

FTF D1 . =in-e=uneruy. local .
1 day

FTR 12,51 =upery. local.

FTR ] Sio-ex .local.

13éme étape : Nous constatons la méme évolution dans le fichier de zone /var/cache/bind/rev.sio-
exupery.local .

) J16C
set dc ud-name = _
client-hostname "UD1";

14éme étape : Nous affichons a I’aide de la commande less, le contenu du fichier
/var/lib/dhcp/dhcpd.leases de maniére a afficher les baux attribués.



