Chapitre 4 — Installation du Serveur Debian DS2 et de la
plateforme LAMP.

(" Sommaire : )

1. Installation du serveur DS2 et configuration réseau.

GHU nano 5.4

Jroots . bashre

"sidebilan_chroot:+{$debian_chroot)ish:isusg

'——color=auto’

Poi="%[%033[1 FLooms] 5 [W033 [01;34ms]  swangs [w033 [00ms]
alias ‘g

1ere étape : Nous modifions ici la couleur du prompt et la sortie de la commande grep.

w20 DS2 - Paramétres ? >
@ Général Réseau
El Systéme Adapter 1 Adapter 2 Adapter 3 Adapte
E‘ Affichage Activer linterface réseau
Stockage Mode d'accés réseau : | Réseau interne w7
MNom @ | LAM il
.: 5
{>D en [> Avancé

2éme étape : Modification du mode d’accés en réseau interne LAN de I’interface réseau enp0s3.




irtium DHCP Client 4.4.1
Internet tems Consortium.

. 1sc.or ftwaresdhcps

3éme étape : Nous désactivons 1’interface réseau enp0s3.

GWU nano 5.4 Jetcsnetworks interfaces

zource setcs/networksinterfa

lo inet loophba

N group default glen |

ate UP group default glen |

5éme étape : Nous activons enp0s3 puis vérifions la configuration apportée a I’interface.




generated by resolvcont (8)
WILL BE OWERM

about ThP actual names

6éme étape : Nous vérifions la bonne prise en compte de la zone de recherche et I’adresse du
serveur DNS.

Front@Enss in r
[default wvia 192.168.4.254) dev enp0s3 onlink
197, b, 4. 024 dewy enplsa proto kernel scope link src 192.165.4.10

7éme étape : Nous vérifions la passerelle de DS2 qui est donc DS1.

Jfetcshosts

GNLI nano 5.4

2 ipe-allrouters

8éme étape : Nous modifions le fichier ci-dessus.




1I|'_-

64 byt
B4 byte

17

from 17:
fraom 172.:

9éme étape : Nous effectuons un premier ping vers la passerelle DS1 puis un second ping vers la

box.

. Fait
ant ins

t 8 non mis a

in amdéd dnsutils all

10éme étape : Installation du paquet dnsutils pour bénéficier de nouvelles commande en

rapport avec le DNS.




IPDDt@DSE: dig 50A sio-exupery.local

yo<<rr DIG 9.16.22-Debian <<:» S0A sio-exupery.local

v global options: +cmd

13 GOt answer:

i3 WARMIMNG: .local is reserwed for Multicast DNS

13 You are currently testing what happens when an mDNS guery is leaked to ONS
i3 —»»HEARDER<<- opcode: QUERY, shaess=NEERROR, id: 48856

i3 flags: gr aa rd ra; QUERY: 1) ANSHER: 1, AUTHORITY: O, ADDITIOMAL: 1

35 OFT PSEUDOSECTION:

3 EONE: wersion: 0, flags:; udp: 1232

3 COOKIE: bS8atd42583a8hSava0l0000006231c7dhShad94besd3z8bcte (goad)
33 GUESTIOM SECTIOM:

isio-exupery. local. IM S0A

13 ANSHER SECTIONM:
=io-exupery. local. 56400 IM s0A D51.sio-exupery. local. root.sio-exupery.local. 2022
11204 ARO4E00 FR400 2419700 /04500

1 Query time: O msec

73 SERVER: 192.168.4.254#53(192. 168.4.254)
33 WHEM: Wed Mar 16 12:13:30 CET 2022

i3 MEG SIZE rowd: 119

lrootapse: dig DS1.sio-exupery. local

;o<<er DIG 9.16.22-Deblan <<»> DEl.sio-exuperd. local

i1 2lobal options: +cm

7 Got oanswer:

73 WARNING: .local is reserwved for Multicast DNE

73 You are currently testing what happens when an mOWS guery is leaked to DNS
i3 —»»HEADER<<- opcode: QUERY, status: MOERROR, id: 1101

;3 flags: gr aa rd ra;s; QUERY: 1) ANSWER: 1] AUTHORITY: O, ADDITIOWAL: 1

;5 OPT PSEUDOSECTION:

i EDMS: wersion: 0, flags::; udp: 1232

i COOKIE: c7efad¥83248076b010000006231cTfeazecclafcedlladd (good)
i GQUESTION SECTIOM:

;051.sio-exupery. local. In &

i3 AMSHER SECTION:
D51.zio-exupery.local.  8R400 IN 192.168.4.254

i3 Query time: 0 msec

7y SERVER: 1972.168.4.254#53(192.168.4.254)
i3 WHEM: Hed Mar 16 12:14:04 CET 2022

i3 MSG SIZE rowd: 94

Jroot@nse: plng -c 2 www.ac-nice.fr

FLME CESad.Wpc. alphnacdn.net 195,184 221.161) 56(84) bytes of data.

54 bytes from 93.184.221.161 (93.184.221.161): icmp_seqg=1 t11=56 time=25.7 ms
54 bytes from 93.184.221.161 (93.184.221.161): icmp_seqg=2 t11=56 time=24.8 ms

——— cs23d.wpc.alphacdn.net ping statistics --—-
2 packets transmitted, 2 received, 0% packet loss, time 1672ms
rtt minfavegsmaxsmdey = 24.816/24.998525. 18150, 182 ms

11éme étape: Nous testons la résolution DNS interne de DS2, DS1 et externe de ac-nice.fr .




GHU nano 5.4 Jvarscachesbindsdb. sio-exupery. local

1 day
. local IM S0A ery.local. root.sio-exupery.local. f

IGIM sio-exupery.loc

GHU nano 5.4 Avarscachesbindsrev.sio-exupery. local

IMN S0A ery.local. root.sio-exupery.local. |

; ire
;o minimum (1w

|
ke 051.sio-ex<upery. local.
L1192, in-addr.arpa.
PTR 12, 5] =Upery. local.,
FTE ) 1hral

FTR 1y, Llocal.,

12éme étape : Nous ajoutons depuis DS1 I’enregistrement de type A pour I’hote DS2 dans le
fichier de zone de recherche DNS directe et I’enregistrement de type PTR dans le fichier inverse.

14éme étape : Nous testons la résolution DNS en pinguant DS2 depuis DS1.




2. Installation et configuration de la plateforme LAMP.

Libhttp-m
libsn

lere étape : Installation des paquets apache2, php, libapache2-mod-php, mariadb-server et

php-mysql.

Activités

&) Navigateur Web Firefox ~ 16mars 12:31

Apache2 Debian Default Pa: *

< (&) O 8 192.168.4.10 oy =

@ Apache2 Debian Default Page

This is the default welcome page used to test the correct operation of the Apache2 server afte
installation on Debian systems. If you can read this page, it means that the Apache HTTP serve

at this site is working properly. You should replace this file (located at /var/www/html/index
before continuing to operate your HTTP server.

If you are a normal user of this web site and don't know what this page is about, this probably
that the site is currently unavailable due to maintenance. If the problem persists, please conta
site's administrator.

Debian's Apache2 default configuration is different from the upstream default configuration, ar
into several files optimized for interaction with Debian tools. The configuration system is fully
documented in /usr/share/doc/apache2/README.Debian.gz. Refer to this for the full
documentation. Documentation for the web server itself can be found by accessing the manui
apache2-doc package was installed on this server.

The configuration layout for an Apache2 web server installation on Debian systems is as follow

Afficher les applications
- e
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setc/apachez/
[-- apache2.conf

‘-- ports.conf
[-- mods-enabled
/ [-- *.load
/ ‘-- *_conf
{-- conf-enabled
/ ‘-- *_conf
[-- sites-enabled
/

.

-- ¥ conf

+ apache2.conf is the main configuration file. It puts the pieces together by including all r
configuration files when starting up the web server.

« ports.conf is always included from the main configuration file. It is used to determine tl
listening ports for incoming connections, and this file can be customized anytime.

« Configuration files in the mods-enabled/, conf-enabled/ and sites-enabled/ directori
particular configuration snippets which manage modules, global configuration fragments

2éme étape: Nous saisissons 1’adresse de DS2 pour tester le fonctionnement d’ Apache depuis le
navigateur d’UD1.

endor preset: enabled)
in 54:

CGroup:

3éme étape : Nous vérifions le status d’apache2.




oot : cod setclapac
oot @Er

root
[ rooT
root
root
T 3]
+
L oot
[ root
[ root
root root

[y

[maR

4éme étape : Nous consultons le répertoire contenant les fichiers de configuration du logiciel
Apache.

Jetcsapachezsapache?. cont

GMU nano 5.4

5éme étape : Dans le fichier ci-dessus nous retirons le symbole pour commenter la ligne
ServerRoot et nous a la suite la directive ServerName DS2.




GWU nano 5.4 Avardumwshtmls index . html

ebian Default P

6éme étape : Ici nous observons que le répertoire contient une page web en index.html .

root@ns2k my Svarsuueshtmls index . html Avarswoshtmls inde:

7éme étape : Nous renommons la page index.html en index.sauv .

GMU nano 5.4 Svarsuwnshtmls index ., html

SI0 Saint-Ex

BTS SIO
Site en construction

8éme étape : Nous créons notre propre page html dans le méme répertoire en inscrivant
quelques lignes de codes afin d’obtenir la base d’une page web.




Activités ¢) Navigateur Web Firefox 16 mars 12:39 e

*s SIO Saint-Ex

e C O 8 192.168.4.10

Site en construction

9éme étape : Nous affichons la page depuis le navigateur d’UD1 avec toujours la méme
adresse.

GHU nano 5.4 AvarsupwshtmlApagephptest.php §

10éme étape : Création du fichier ci-dessus en inscrivant un code.




Activités

©) Navigateur Web Firefox + 16 mars 12:45 @

PHP 7.4.28 - phpinfof()

O & 192.168.4.10/pagephptest.php i =
Messagerie Thunderbird l
PHP Version 7.4.28
System Linux DS2 5.10.0-11-amd64 #1 SMP Debian 5.10.92-1 (2022-01-
Build Date Feb 17 2022 16:17:19
Server API Apache 2.0 Handler
Virtual Directory Support disabled
Configuration File (php.ini) Path jetc/php/7.4/apache2
Loaded Configuration File fetc/php/7.4/apache2/php.ini
Scan this dir for additional .ini files jetc/php/7.4/apache2/conf.d
Additional .ini files parsed Jetc/php/7.4/apache2/conf.d/10-mysqglnd.ini, fetc/php/7.4/apache

{7.4/apache2conf.d/10-pdo.ini, /etc/php/7.4/apache2/conf.d/20-c
jconf.df20-ctype.ini, fetc/php/7.4/apache2/conf.d/20-exifini, fetc/|
jetc/php(7.4/apache2/conf.d/20-fileinfo.ini, fetc/php/7.4/apache2/
{7.4/apache2fconf.d/20-gettext.ini, fetc/php/7.4/apache2/conf.d/2
jconf.d/20-json.ini, /etc/php/7.4/apache2/conf.d/20-mysqgli.ini, fet
pdo_mysql.ini, /etc/php/7.4/apache2/conf.d/20-phar.ini, fetc/php/
jetc/php/7.4/apache2/conf.d/20-readline.ini, fetc/php/7.4/apachel
{7.4/apache2/conf.d/20-sockets.ini, /etc/php/7.4/apache2/conf.d/z
/7.4/apache?2/conf.d/20-sysvsem.ini, /etc/php/7.4/apache2/confd,
/7.4/apache2conf.df20-tokenizer.ini

PHP API 20190902

11éme étape : Nous testons le fonctionnement correct du module php via le navigateur d’UD1
avec cette fois-ci un URL différent, nous visualisons donc les spécificités de notre environnement
PHP.




to log into Mar ed for

> iz inte Les d t the llation
., U should rem a
vironment.

hould only be allowed to connect from 'localhost'.  This
ensures that someone at the root ord from the network.

root login remotely? [¥/nl y

: made so far

f1l done!  If wou'we compl all of the above steps, your MarialB
installation s 1d now b re.

Thanks for using MariabDB!

12éme étape : Nous configurons la sécurisation de MySQL/MariaDB.

MarialDB monitor. Commands end with ; or g,
ion id 1 4
-1 Dehian 11

Copyright (o) 2000, 2018, Oracle, MariaDB Corporation Ab and others.

Tupe ‘help; ' or 'Sh' for help. Tupe 'sc' to clear the current input statement.

MariaDB [(nonel]:

13éme étape : Nous effectuons une connexion au front-end MySQL depuis DS2.




11 -u root -p

monitar. Commands end with ; ar

3, Oracle, MariaDB Corporation Ab and oth

" for help. Type to clear the current input statement.

; datat

ormat ion for | g : column names
s fes ¥ g guic artup with -A

< FROM medicament ;

14éme étape : Création de la base labopharma et de la structure de la table médicament.

Commands end with ; or
alB-1 Dehian 11
, MariaDB Corporation Ab and othe

" for help. Type 'sc' to clear the current input statement.

@'localhost' IDENTIFIED BY 'Az

'zinl'@ ' localh

15éme étape : Création de 1’utilisateur siol avec mot de passe possédant les droits
d’administrateur MySQL/MariaDB.




GHU nano 5.4 Avarsumnshtml /pagetestmysgl . pho

Test de MySOL avec PHP<

= musgli_connect('localhost', 'siol', 'Azertud', 'labopharma');
"SELECT * FROM medicament''
L) [ |
mysgli_fetch_a 3
['num'] . "<t ' ['nom']. "<

echo

mysqli_closel

GMU nano 5.4 Avarsuushtmlspagepdo. php

§ = new PDOC 'mysgl:host=1localhost;dbname=1labopharma ', 'siol', ‘Azertyo’);
J: tch (PO

print “Erreur :

OM medicament') as

16éme étape : Création de la page dynamique permettant d’afficher le contenu de la table
médicament.




B

Test de MySQL avec PHP X

— c O & 192.168.4.10/f

1 Aspegic
2 Doliprane

Activites &) Navigateur Web Firefox « 23 mars 2103 »

Test de MySQL avec PHP

< C O & 192.168.4.10/p:

. 1 Aspegic

2 Doliprane

17éme étape : Apres avoir rédiger nos deux scripts nous vérifions a partir du navigateur d’UD1
qu’ils fonctionnent correctement.

php-zip php

Fait
au lieu de

18éme étape : Installation des paquets php-mbstring, php-zip et php-gd.




root @D

19éme étape : Nous récupérons I’adresse du lien sur le site de phpMyAdmin permettant de
télécharger 1’archive sur DS2.

root root 11 févur. 16 phpMyAdmin-5.1.
- 1 root root 12399 11 W, DG JAdmin-5.1.:
oot :

20éme étape : Nous désarchivons et décompressons I’archive.

/ohpmyadmin

21éme étape : Nous déplagons et renommons le dossier obtenu dans le répertoire /usr/share/ .




mkdir -p svarslibsphpmyadmingtmp

22éme étape : Création d’un répertoire dans lequel phpMyAdmin stockera ses fichiers
temporaires.

chown -R wow-data:wo-data Avarslibsphpmuadmin

23éme étape : Nous définissons le user/group www-data comme propriétaire du répertoire
/var/lib/phpmyadmin .

/share/phpmyadmingcanf ig. sample. inc.php susr/share/phamyadmingcont ig. inc.php

24éme étape : Nous effectuons une copie du fichier de configuration présent dans le répertoire
/usr/share/phpmyadmin en la nommant config.inc.php .

non mis a jour.

25éme étape : Installation du paquet pwgen.




~ootal

~oot

26éme étape : Nous générons une chaine de 32 caractéres aléatoires que nous stockons dans le

fichier pass.txt .

susr/share/phpmyadmin/cont ig. inc.php

ront@052: Hnano

27éme étape : Nous ouvrons le fichier de configuration de phpmyadmin avec I’éditeur nano.

leclare(strict_tupes=1);

['blowfish_secret'] =

1['auth_type']l = 'cookie’;

"localh
fi

28éme étape : Depuis la ligne commencant par $cfg[‘blowfish_secret’], nous insérons la chaine

de 32 caracteres aléatoires.




declare(strict _types=1);

['blowfish

29éme étape : La ligne aprés modification.

'controlu
‘controlp

30éme étape : Nous décommentons les directives controluser et controlpass puis mettons a jour
celle-ci en saisissant le mot de passe AzertyO.

"pma__r
"pma_

31éme étape : Nous décommentons 1’ensemble des lignes figurant dans la section Storage
database and tables.




['TempDir']

32éme étape : Nous ajoutons la ligne ci-dessus afin de configurer phpMyAdmin pour utiliser le
répertoire /var/lib/phpmyadmin/tmp/ .

mariadb < fusrssharesphpmuadmingsglsocreate_tables. =gl

33éme étape : Création de la base de données de stockage et les tables phpMyAdmin avec le
fichier create_tables.sql .

F [{none)

34éme étape : Création de I’utilisateur pma et tous les droits lui sont accordés sur la base
nommée phpmyadmin. Le mot de passe est celui qui a été spécifié dans le fichier config.inc.php.




Activités (=] Terminal « 24 mars 15:35 @
sio@UD1: ~

home/sio/phpmyadmin.conf

Alias /phpmyadmin /usr/share/phpmyadmin

<Directory jfusr/sharefphpmyadmin=
Options SymLinksIfOwnerMatch
DirectoryIndex index.php

<IfModule mod php5.c=
<IfModule mod mime.c=
AddType application/x-httpd-php .php
</IfModule=
<FilesMatch ".+\.phps$">
SetHandler application/x-httpd-php
</FilesMatch=

php_value include_path .
php_admin_value upload tmp dir /var/lib/phpmyadmin/tmp
php_admin_value open_basedir fusr}share/phpmyadmin}:fetcfphpmyadmin;:;E
php_admin_value mbstring.func_overload ©
IfModule>
ljodule mod_php.c>
<IfModule mod_mime.c>
AddType application/x-httpd-php .php
</IfModule=>

35éme étape : Depuis UD1 nous copions le contenu figurant dans un lien dans le fichier nommé
phpmyadmin.conf .

amd&d 2 client-side libr
amded secure shell

amdad

amd&d

all

36éme étape : Nous vérifions que DS2 est bien serveur SSH.




GMU nano 5.4

Jetcssshs/sshd_config

FermitRootLogin yes

37éme étape : Nous décommentons et positionnons la directive PermitRootLogin a yes dans le
fichier /etc/ssh/sshd_config afin de pouvoir vous connecter en root au serveur SSH DS2 .

Foot@Ense

38éme étape : Nous redémarrons le service ssh.

-

:~% scp phpmyadmin.conf root@l192.168.4.10: /etcfapache2fconf-available/
The authenticity of host '192.168.4.10 (192.168.4.10)' can't be established.
ECDSA key fingerprint is SHA256:n217/D4Z31UH9jxa70mWYrH7alpcqk8vz/LVelTDcmc.
Are you sure you want to continue connecting (yes/no/[fingerprint])? yes
Warning: Permanently added '192.168.4.10' (ECDSA) to the list of known hosts.
root@192.168.4.10"'s password:

phpmyadmin.conf 100% 2109 3.1MB/s 00:00

39éme étape : Depuis le client SSH UD1 de maniere sécurisée le fichier de configuration
phpmyadmin.conf vers le répertoire /etc/apache2/conf-available du serveur SSH DS2 .




cd setcsapachezsconf-available

oo
total
-ruw-r--r--— 1 root root

—ruy-r—=—=r—-— L
—ru-r--r-- 1 roof
-ru-r--r-— 1 root roo
-ruw-r--r-— 1 root root

40éme étape : Nous constatons la présence du fichier de configuration phpmyadmin.conf dans le
répertoire /etc/apache2/conf-available de DS2.

root@sSz2: “#systemctl reloa

41éme étape : Nous relancons le service apache?2.

Activités ©) Navigateur Web Firefox 24mars 15149 @

w4 phpMyAdmin

— (6] QO 8 o~ 192.168.4.10/phpmyadmin/ w =

php
Bienvenue dans phpMyAdmin

Y
%
@ Langue - Language

Frangais - French v

Connexion @

Utilisateur : siol

Mot de passe : ‘ -------

Exécuter

42éme étape : Connexion en tant que SIO1 a phpMyAdmin depuis le navigateur Web d’UD1.
L’interface phpMyAdmin est obtenue en tapant ’URL 192.168.4.10/phpmyadmin .




Mh 192.168.4.10 f localhost | ¥ SS

&« C O & 192.168.4.10/phpmyadmin/index.phpzroute=/a&r. B v¢

php
- N NTRE N

Récentes Préférées

s Nouvelle base de données
+H | information_schema
= labopharma
o Nouvelle table
+-k medicament
+H.1 mysqgl
L— performance_schema

|
+H 1| phpmyadmin

43éme étape : Nous pouvons sélectionner la base de données labopharma et I’administrer.
L’administration se fait en « localhest » a partir du moment ot les services Apache et MySQL se

trouvent sur le méme serveur .

143, connecté.

1 root
1 root
1 root

44éme étape : Nous téléchargeons 1’archive de wordpress.




~ 1"l - 1 roof
—-ru-r--r-- 1 root
- 1 root

45éme étape : Nous effectuons une extraction du contenu de I’archive.

rootanss :

rootabse :

copions le répertoire wordpress obtenu apres 1’extraction.

46éme étape : Création d’un répertoire nommeé sitewordpress dans /var/www/html/ et nous

Hh 192.168.4.10 [ localhost | x -+

— (] O 8 192.168.4.10/phpmyadmin/index.php?route=/serv

Bases de données

4 Création d'une base de données g

‘ wordpress| | utf8mb4_general_ci ~ Créer
Base de données . Interclassement Action
information_schema utf8 general ci az) Vérifier les priviléges
labopharma utfemb4 general_ci a= Vérifier les privileges
mysg utf8mb4 general ci as Veérifier les privileges
performance schema utf8 general ci 1= Verifier les privileges
phpmyadmin utfd_bin az) Vérifier les priviléges

Total : 5

47éme étape : Création d’une base nommée wordpress avec phpMyAdmin.




Augwshtml /s itewordpr
chown wu-data:uw-data -F *

’Firn:i . -type d -
oot : find . -type f -3

48éme étape : Nous modifions le répertoire ainsi que les permissions dans le répertoire
sitewordpress.

Activités ©) Navigateur Web Firefox 24mars 1557 @

*’ WordPress » Fichier de confi *

R (& O 8 192.168.4.10/sitewordpress/wordpress/wp-ad B vr =

votre base de données. Il va vous falloir réunir les informations suivantes pour continuer.

LibreOffice Writer RalaiElULES
Ry SQL

3. Mot de passe de base de données
4. Hote de base de données
5. Préfixe de table (si vous souhaitez avoir plusieurs WordPress sur une méme base de données)

@ Bienvenue sur WordPress. Avant de nous lancer, nous avons besoin de certaines informations sur

Mom de la base de données

wordpress

Le nom de la base de données avec laquelle vous souhaitez utiliser WordPress.

Identifiant
sio1
Votre identifiant MySQL.

Mot de passe

Azerty0

Votre mot de passe de base de données.

Adresse de la base de données

localhost

Cilnralhnect na Fanchinnna nac damandar cratka inFarmatinn 3 "haharaanr da uabra cika




i O & 192.168.4.10/sitewordpress/wordpress/wp-admin/sc ¥ )

C'est parfait ! Vous avez passé la premiére partie de l'installation. WordPress peut désormais
communiquer avec votre base de données. Préparez-vous, il est maintenant temps de...

Lancer l'installation

[ O 8 o~ 192.168.4.10/sitewordpress/wordpress/wp-adm’ %

‘ BTS 510 ST-EX ‘

Identifiant

‘ admin ‘

Les identifiants ne peuvent utiliser que des caractéres alphanumériques, des espaces, des tirets bas

(" "), des traits d'union ("-"), des points et le symbole @.
Mot de passe

123AZEqsd! ®

Medium

Important : Vous aurez besoin de ce mot de passe pour vous connecter. Pensez a le
stocker dans un lieu sdr.

Vokre e-mail

zaki.saad@hotmail.fr




c O 8 o+ 192.168.4.10/sitewordpress/wordpress/wp-login 1% )

Identifiant ou adresse e-mail

‘:admin

Mot de passe

'123AZEqsd! ¥

| | se souvenir de moi
L Se connecter

@
I

L & O & 192.168.4.10/sitewordpress/wordpress/wp-ad B r

@& Tableau de bord
Tableau de bord

Accueil

Bienvenue sur
WordPress !

A Articles
07 Médias

En savoir plus sur la version 5.9.2

I Pages

¥ Commentaires

A Apparence

& Créez des contenus riches avec les blocs et




— a2 O & 192.168.4.10/sitewordpress/wordpress/ o7 =

BTS SIO ST-EX
Q L2 1 ]

Recharche Un site utilisant WordPress —

NON CLASSE

Bonjour tout le
monde!

49éme étape : Nous procédons a I’installation de Wordpress depuis UD1 avec |’adresse URL
http://192.168.4.10/sitewordpress/wordpress/ .




