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1. Installation du nouveau service DNS sur DS2

1ère étape     :   Nous modifions les zones indiquées dans le fichier ci-dessus.



2ème étape     :   Création du fichier db pour la zone de recherche direct avec l’inscription d’un 
serveur DNS en délégation  pour la zone intra.sio-exupery.fr

3ème étape     :   Même principe que le fichier précédent mais cette fois-ci pour rev la zone de 
recherche inverse.



4ème étape     :   Nous attribuons par la suite ces deux fichiers de zone au groupe bind.

5ème étape     :   Nous mettons à jour le fichier ci-dessus qui doit contenir les informations de l’hôte 
locale.

6ème étape     :   Nous mettons également à jour l’interface enp0s3.



7ème étape     :   Après avoir désactiver puis réactiver l’interface enp0s3 nous relançons le service 
DNS.

8ème étape     :   Nous vérifions que ce fichier contienne les directives entourées.

9ème étape     :   Nous commentons les lignes concernant les serveurs racines dans ce fichier.



10ème étape     :   Nous modifions le fichier pour mettre en place la redirection.

11ème étape     :   Nous relançons le service DNS.

12ème étape     :   Nous testons la résolution DNS depuis DS2 vers sio-exupery.fr .



13ème étape     :   Même test mais cette fois-ci pour DS2.sio-exupery.fr .

14ème étape     :   3ème test pour DS1.intra.sio-exupery.fr .
 



15ème étape     :   4ème et dernier test vers l’extérieur ac-nice.fr .

2. Transformation du DNS sur le serveur DS1

1ère étape     :   Nous modifions les zones dans le fichier ci-dessus.



2ème étape     :   Nous vérifions que DS1 soit serveur SSH.

3ème étape     :   Nous vérifions que le fichier de configuration /etc/ssh/sshd_config autorise l’accès 
SSH à l’utilisateur root .



4ème étape     :   Nous relançons le service sshd.

5ème étape     :   Nous copions le fichier db.sio-exupery.fr depuis DS2 vers DS1 .

6ème étape     :   Depuis DS1 nous modifions le fichier copié db.sio-exupery.fr et nous le 
renommons au moment de l’enregistrer en db.intra.sio-exupery.fr .

7ème étape     :   Nous créons de manière similaire le fichier /var/cache/bind/rev.intra.sio-
exupery.fr pour la zone inverse, par la suite nous copions dans un premier temps depuis DS2 le 
fichier rev.sio-exupery.fr vers DS1 



8ème étape     :   Depuis DS1 nous modifions le fichier copié et nous le renommons au moment de 
l’enregistrer en rev.intra.sio-exupery.fr .

9ème étape     :   Nous attribuons ces deux fichiers de zone au groupe bind.

10ème étape     :   Nous modifions le fichier ci-dessus en spécifiant DS1.intra.sio-exupery.fr .



11ème étape     :   Nous modifions le fichier ci-dessus concernant les cartes réseaux.

12ème étape     :   Nous désactivons puis réactivons la carte enp0s8, puis nous vérifions que le fichier
/etc/resolv.conf contienne les directives nameserver 192.168.4.254 et search intra.sio-
exupery.fr .



13ème étape     :   Nous modifions dans le fichier ci-dessus, l’instruction forwarders qui redirige 
dorénavant les requêtes DNS ne concernant pas la zone intra.sio-exupery.fr vers le serveur DNS 
DS2 ayant pour adresse IP 192.168.4.10 .



14ème étape     :   Nous remplaçons sio-exupery.local par intra.sio-exupery.fr dans le fichier de 
configuration du DHCP /etc/dhcp/dhcpd.conf .

15ème étape     :   Nous testons la résolution DNS pour la zone indiquée ci-dessus.



16ème étape     :   Depuis le serveur DHCP DS1 nous affichons la fin du log /var/log/syslog puis 
nous démarrons UD1. Nous vérifions l’existence de l’enregistrement DNS du client UD1 au 
travers des lignes comportant les mentions added new forward map et added reverse map .

17ème étape     :   Nous effectuons un ping depuis DS1 pour constater la résolution DNS.

18ème étape     :   Nous constatons les inscriptions DNS par la création des deux nouveaux fichiers de
zone avec l’extension .jnl dans le répertoire /var/cache/bind .



19ème étape     :   Nous testons la résolution DNS hors zone intra.sio-exupery.fr depuis DS1.



3. Vérifications depuis le client Ubuntu UD1

1ère étape     :   Nous vérifions à partir du client Ubuntu UD1 que le dig SOA intra.sio-exupery.fr 
retourne le serveur DS1.intra.sio-exupery.fr .

2ème étape     :   Cette fois-ci le dig SOA sio-exupery.fr retourne le serveur DS2.sio-exupery.fr .



3ème étape     :   Pour terminé, le dig www.ac-nice.fr renvoie l’adresse du serveur web de 
l’Académie de Nice .

4ème étape     :   Nous ouvrons une invite de commandes sur notre station Windows 10 afin d’afficher
la table de routage de la machine hôte .



5ème étape     :   Nous ajoutons une route statique vers le réseau 192.168.4.0 en lui indiquant de 
passer par l’interface enp0s3 du serveur DS1 ayant au Lycée pour adresse IP 172.17.110.211

6ème étape     :   Dans le navigateur de notre système hôte, nous inscrivons l’adresse IP 192.168.4.10 
comme URL.

7ème étape     :   Afin d’utiliser l’adresse http://www.sio-exupery.fr à la place de l’adresse IP, nous 
mettons comme serveur DNS principal, toujours sur le système hôte, 192.168.4.10 dans les 
propriétés de votre connexion au réseau local. 



8ème étape     :   Cette fois-ci nous utilisons directement le nom de domaine à la place de l’adresse IP 
comme URL.

9ème étape     :   Nous mettons en place la redirection sur US3 pour pouvoir joindre DS2.

10ème étape     :   Nous mettons en place la redirection sur DS1 pour pouvoir joindre DS2.


