Chapitre 7 — Serveur Debian DS2 : serveurs Web virtuels

(- h

Sommaire :

- ,

1. Serveurs Web virtuels (hotes virtuels).

GHJ nano 5.4 fetc/networks interfaces

source Setcsnetworksinterfaces.dsx

auto 1o
iface lo inet loophack

1eére étape : Dans le fichier concernant la configuration des cartes réseaux, nous ajoutons 1’alias
IP sur enp0s3.




fup enp

ntu 15

NOWM group default glen 1

> P group default glen

om 1

fram 19

of da
time=0

2éme étape : Apres avoir désactiver et réactiver la carte enp0s3 pour activer 1’alias nous
effectuons une vérification puis un ping sur la nouvelle adresse.

mkdir

A html s

Avarsuushtmlsweh

3éme étape : Création des deux répertoires nécessaires pour les deux hébergements virtuels.
Celui de gauche représente I’acces sécurisé, et celui de droite ’accés normal au web.




GWU nano 5.4 earduwnshtml Asecus index . html

5I0 Saint-Ex

U en construction

GMU nano 5.4 /uar*/wwwfhtml/web/index.html

SI0 Saint-Ex

BT _S10
Sitelweb_lzn construction

4éme étape : Nous copions dans les deux répertoires, le fichier html indiquée précédemment
utilisé puis nous personnalisons la page d’accueil des répertoires secu et web en y précisant
respectivement « Site secu en construction » et « Site web en construction ».

root@0S2: “#mkdir Svarswwwshtmlssecus logs Svardwun/html/webs Logs

5éme étape : Création des répertoires pour les fichiers logs.




tualHost

: serfdmin wek
lncumentRoot

E_LOG_DIR:S
ACHE_LOG_D

rtualHost:

Jetc/apachezssites-availables000-default.conf

¢ combined

6éme étape : Nous consultons le fichier du virtualhost par défaut 000-default.conf .

lefault conf => . lables/000-default . conf
detault.co

7éme étape : Nous supprimons le fichier ci-dessus, il s’agit du lien vers le fichier du virtualhost

par défaut .




~oot@0S2: “Wop Setcsapachesssites-avallables000-default.conf setcsapach

conf

8éme étape : Nous copions le fichier virtualhest par défaut et nous renommons la copie sites-
sio.conf .

Jetcsapachez/sites-availablessites-sio.cont

GNU nano 5.4

combined

.log combined

9éme étape : Nous modifions le fichier ci-dessus avec les conteneurs déclarés par la directive
VirtualHost dans lesquels figurent les éléments de configuration spécifiques a chaque hote
virtuel.

root@s2: “#ln -5 Jetc/apache?ssites-avallablessites-sin.cont /efc/apache?/sites-enableds

s-avalilablessites-sio. co

10éme étape : Apres le fichier des virtualhests créé, nous les activons pour qu’ Apache2 les
prenne en compte. Donc nous créons dans le répertoire sites-enabled un lien symbolique pointant
vers le fichier sites-sio.conf du répertoire sites-available .




root@bes: “Hsystemctl rel

11éme étape : Nous relancons le systéeme apache2.

GWU nano 5.4 dvarscachesbindsdb. sio-exupery. fr

~ la résolution directe

upery.tr. root.sio-exupery.fr. |

upery, fr.

12éme étape : Nous configurons le DNS dans le fichier ci-dessus.

@052: “#systemctl restart hindd

13eme étape : Nous relancons le service DNS sur DS2.




14éme étape : Nous vérifions par un ping la réponse sur secu.sio-exupery.fr .

Activités &) Navigateur Web Firefox ¥ 7avril 15:24 e

*s SI0 Saint-Ex

< C O & wwwsio-exupery.fr

Activites ) Navigateur Web Firefox = 7avril 16:02 e

SIO Saint-Ex

= C O & secusio-exupery.fr g

BTS SIO
! Sitelsecullen construction

15éme étape : Nous testons depuis UD1 les deux URL ci-dessus.




root@Dse: “dmkdir -p Avardwewshtml/orojetl/repueh/Logs Avar/ww/himl/projet2/repueh/ 1ogs

16éme étape : Création des deux répertoires projetl et projet2 avec les sous-répertoires repweb
et logs.

root@0DS2: “#rkdir Avar/wewshtmls/sitewordpress/wordpress/logs

17éme étape : Création du répertoire logs pour 1’hote virtuel associé au site wordpress.

root root
-ru-r--r-- 1 root root 10
—r-r——r—— 1 root root
—r-r——r—— 1 root root

-r-r-—r-- 1 root root
1 root root

root root

root root

root root

~oot root

root root

itewordpress

[ e S T S B L BSOS R

18éme étape : Nous affichons les 5 répertoires correspondant aux 5 hotes virtuels.




GHU nano 5.4 FetCcsapachezs/sites—avallablerssites-sio.cont

¢ combined

r cambined

IEE combined

' combined
rtualHost:

19éme étape : Nous modifions le fichier des hotes virtuels.

systemctl reload apachez

20éme étape : Nous relancons la configuration apache2.




GWU nano 5.4 duarscachesbindsdb. sio-exupery. fr

~ pour la résolution directe

=upery.fr. root.sio-exupery.fr. |

CHAME
CHAME
CHAME

21éme étape : Nous ajoutons dans le fichier de zone ci-dessus les trois alias nécessaires.

root@ns2: “#sustemctl restart bindd

22éme étape : Nous relancons le service DNS sur DS2.




GWU nano 5.4 Svarsuwshtmlsorojetlsrepuebs indes . html

SI0 Saint-Ex

BTS 310l projetl
Site en construction

GWU nano 5.4 SuardunshtmlAprojet 2 repwebs index . html

5I0 Saint-Ex

Site en |‘|‘|r'|"|'r'|j| tion

23éme étape : Nous copions la page index.html puis nous modifions les deux pages en y ajoutant
« projetl » pour I’une et « projet2 » pour I’autre
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Activités ©) Navigateur Web Firefox « 7avril 16:25 e
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_ A BTS SIO projet2
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BTS SIO ST-EX - Un site utilic X e N T
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Aller au contenu

BTS SIO ST-EX

Un site utilisant WordPress
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Bonjour tout le monde !

24éme étape : Nous vérifions depuis UD1, la conformité des réponses avec certain URL.




2. Coupler VsFTPd avec Apache.

MNOUWEA
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util amded 5.3
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2éme étape : Nous donnons les droit a I’utilisateur et au groupe www-data sur le répertoire html
qui contient les sites Web.

GMU nano 5.4 Jetcsusttpd/users. txt

3éme étape : Création des répertoires vsftpd pour stocker les données de configuration et le
répertoire vstpd/users.conf/ pour stocker les fichiers de configuration de chaque utilisateur ftp.




ftpd/users

4éme étape : Nous changeons les droits d’acceés au fichier indiqué ci-dessus.

5éme étape : Nous convertissons ce méme fichier en base de données et nous changeons les
droits d’acces.




